**Chiffrement de Hill**

Diapo 1 :

Bonjour à tous, notre projet est le Chiffrement de Hill.

Diapo 2 :

D’abord, nous allons faire l’introduction de Chiffrement de Hill, son modèle utilisé, ses propriétés et ses fonctions.

Ensuite, nous allons vous montrer nos codes et nous allons vous donner l’explication pour nos codes aussi. Le Chiffrement de Hill est composé par 3 parties : Chiffrement, Déchiffrement et AttackHill.

Enfin, nous allons conclure notre projet, les difficulités que nous avons rencontrées et ce que nous avons appris.

**Diapo 3 :**

**Le chiffrement de Hill est un modèle simple d'extension du** [**chiffrement affine**](http://fr.wikipedia.org/wiki/Chiffre_affine) **à un** [**bloc**](http://fr.wikipedia.org/wiki/Chiffrement_par_bloc)**.**

**Ce système utilise les propriétés de l'**[**arithmétique modulaire**](http://fr.wikipedia.org/wiki/Arithm%C3%A9tique_modulaire) **et des** [**matrices**](http://fr.wikipedia.org/wiki/Matrice)**.**

**Il s'agit de chiffrer le message en substituant les lettres du message, non plus lettre à lettre, mais par groupe de lettres.**

**Diapo 4 :**

**Nous cherchons à chiffrer des message en utilisant une matrice dont le déterminant est premier avec 26, donc on prendra un exemple : la matriceA.**

**![A=\begin{pmatrix} 3 & 5 \\ 6 & 17\end{pmatrix}](data:image/png;base64,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)**

**Son déterminant est 21. Comme 21 est premier avec 26, il possède un inverse dans ![\Z/26\Z](data:image/png;base64,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).**

**Donc cette matrice est suffit pour faire le chiffrement, le déchiffrement et l’AttackHill.**

Diapo 5 :

Pour le Chiffrement :

D’abord, nous avons crée un tableau avec ces codes, nous avons mis les lettres dans le tableau selon leur rang.

Diapo 6 :

Nous avons calculer le déterminant de matrice, nous avons fait modulo pour le déterminant et nous avons calculé le pgcd de déterminant de matrice modulo 26 et 26.

Diapo 7 :

D’abord, nous avons vérifié que le pgcd de déterminant soit première avec le 26.

Nous avons remplacé chaque lettre par son rang à l'aide du tableau que nous avons construit (Les chiffres obtenues permettent de créer une matrice).

Ensuite,

blocksize permet de calculer le nombre de colonne de matrice

numblocks permet de calculer le nombre de blocks, c’est à dire le nombre de ligne de matrice

Nous avons construit la matrice pour cette message.

Nous avons fait modulo 26 pour le produit de la matrice fois la clé (matrice A)

ct permet de convertir la matrice en vecteur

Enfin, nous avons transformé les chiffres dans le vecteur en lettres

**Diapo 8 :**

**Pour tester, nous avons entré la matrice A et le message à coder, donc nous avons obtenu le résultat ABCD.**

**Diapo 9 :**

**Une information codé par une clé A (inversible) est décodé tout simplement en écrivant :**

**X = Y \* A^(-1)**

**Donc en maple, nous avons utilisé ce code :**

**le commande map permet d’appliquer une procédure à chaque opérande d'une expression**

**Diapo 10 :**

**Pour tester, nous avons entré la matrice A (clé) et le message à décoder, c’est le résultat que nous avons obtenu dans le code “Chiffrement”. Enfin, nous avons obtenu le message “ABCD”, donc nos code fonctionne correctement.**

Diapo 11 :

Pour AttackHill, nous avons utilisé le même principe comme le déchiffrement, matrice de message crypté = matrice de message non cryté fois la clé, nous avons obtenu deux équations, donc nous avons entré deux groupe de messges crypté et non crypté, nous pouvions obtenu quatre équations, il y a quatre unconnus, donc nous pouvons obtenir les résutats.

Diapo 12

Pour le tester, nous avons entré deux groupes de messages, nous avons obtenu le bon résultat.

Diapo 13

Les difficultés rencontré sont de se rappeler le cours sur les matrice, comment elle fonctionne et comment coder ces matrices sur maple.

Nous avons appris donc comment fonctionne le chiffrement de hill et le coder sur maple avec différentes fonctions.

nous sommes allé plus loin dans la programmation de maple avec des fonction que nous avons découvert tout au long du projet.